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ENGAGEMENT RGPD & PROTECTION DES DONNEES 2026

I La RGPD chez Carrus Conseil
Chez Carrus Conseil la protection des données personnelles est au coeur de nos
préoccupations.
Conformément au Reglement Général sur la Protection des Données (RGPD - Réglement UE
2016/679) et a la Loi Informatique et Libertés, nous nous engageons a assurer un traitement
des données respectueux des droits et libertés des personnes.

Nos principes fondamentaux

o Licéité, loyauté, transparence : Nous collectons et utilisons les données personnelles
uniquement pour des finalités légitimes, explicites et portées a la connaissance des
personnes concerneées.

e Minimisation des données : Nous veillons a ne collecter que les données strictement
nécessaires.

e Exactitude et mise a jour : Nous prenons les mesures raisonnables pour maintenir les
données exactes et a jour.

e Limitation de conservation : Nous conservons les données personnelles uniquement le
temps nécessaire a la finalité du traitement, dans le respect des obligations légales.

Sécurité et confidentialité

Nous mettons en ceuvre toutes les mesures techniques et organisationnelles appropriées pour
garantir la sécurité, l'intégrité, et la confidentialité des données personnelles confiées a notre
entreprise, et prévenir toute perte, altération, acces ou divulgation non autorisée.

Respect des droits des personnes
Nous garantissons aux personnes concernées l'exercice de leurs droits, conformément au
RGPD
- Droitd'acces, de rectification, d'effacement, de limitation, d'opposition et de portabilité.
- Droit de retirer leur consentement a tout moment.
- Droit d’introduire une réclamation aupres de la CNIL

Pour toute question ou demande d’exercice de ces droits, nous avons désigné un point de
contact : ac@carrus-conseil.fr - 142 rue Saint-Dizier 54000 NANCY

Nos engagements auprés de nos partenaires et sous-traitants

Lorsque nous faisons appel a des partenaires ou sous-traitants susceptibles de traiter des
données personnelles pour notre compte, nous nous assurons contractuellement qu'ils
respectent les mémes engagements de sécurité et de conformité au RGPD.
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Amélioration continue

Notre engagement est vivant : nous faisons évoluer réguliecrement nos pratiques et nos
politiques internes afin de renforcer la protection des données, conformément aux évolutions
réglementaires, technologiques et aux meilleures pratiques.

La protection des données chez Carrus Conseil

Nos actions concrétes en matiére de sécurité des données

e Pseudonymisation et chiffrement des données

Nos MacBook sont équipés de la fonctionnalité File Vault, permettant le chiffrement
complet des disques durs. Cette technologie garantit que les données a caractere
personnel et confidentiel sont protégées contre tout acces non autorisé ou en cas de
vol.

Les données sensibles sont également anonymisées afin de renforcer leur sécurité.

e Confidentialité, intégrité, disponibilité et résilience des systémes

Nos appareils sont protégés par des mots de passe robustes et l'authentification a
deux facteurs.

Les mises a jour systemes sont effectuées régulierement pour maintenir un haut niveau
de sécurité.

Une sauvegarde automatique et systématique est effectuée sur un disque dur externe
chiffré et sécurisé par mot de passe via Time Machine.

Nous utilisons iCloud et le VPN Relais Privé d’Apple pour sécuriser nos connexions,
notamment lors de déplacements.

e Disponibilité en cas d’incident physique ou technique

En cas de perte, vol ou incident, les données peuvent étre restaurées instantanément
ou sous 24 heures via iCloud ou le disque externe Time Machine.

Nos appareils sont également configurés pour permettre la suppression a distance des
données, rendant celles-ci inaccessibles si nécessaire.

e Tests, analyses et évaluation réguliére des mesures de sécurité

Nous réalisons réguliecrement des tests de restauration de données, des vérifications
des systemes de sauvegarde et de sécurité.

Tous nos mots de passe sont uniques et gérés via un logiciel de gestion sécurisé,
garantissant un niveau de sécurité supplémentaire.

Nos appareils sont soumis a des analyses de sécurité et de confidentialité via un logiciel
spécialisé de MacPaw, nous permettant de vérifier l'efficacité de nos dispositifs.

Fait a Nancy, le 12 janvier 2026
CARRUS Conseil
Annie CHARRETTE, Dirigeante
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